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United States, Seattle, WA

SKILLS

Incident Response and 
Forensics

Expert

Malware Analysis and 
Threat Detection

Expert

Log Analysis (Splunk, 
Kibana)

Expert

Forensic Data Collection Expert

Security Incident 
Reporting

Expert

PROFESSIONAL SUMMARY

Resourceful and detail-oriented Incident Response Analyst seeking to use my skills 
in threat hunting and response management to mitigate security incidents and 
reduce risks for a forward-thinking organization.

EXPERIENCE

June 2024 - August 2024

Incident Response Intern
Cyber Shield Technologies   /   United States, Seattle, WA

•  Participate in the investigation and containment of security incidents, 
including malware attacks and data breaches.

•  Conduct log analysis and identified suspicious patterns of behavior using tools 
like Splunk and Kibana.

•  Assist in preparing incident reports and contributing to post-mortem analyses.

•  Develop and refine incident response playbooks and procedures.

May 2022 - May 2023

IT Support Intern
Techwave Solutions   /   United States, Seattle, WA

•  Supported the response to internal security incidents by isolating 
compromised systems and gathering forensic evidence.

•  Assisted with patch management and system monitoring to prevent security 
vulnerabilities.

•  Provided troubleshooting support for end-users during system incidents.

EDUCATION

2020 - 2024

Bachelor of Science in Computer Science
University of Washington  /  United States, Seattle, WA

•  Relevant Coursework: Cyber Incident Response, Malware Analysis, Network 
Security, Digital Forensics

Certified Ethical Hacker (CEH)
Certification Date: July 2023

CompTIA Security+
Certification Date: May 2023
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